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Password Indicator in PHP Free Source code and Tutorial 

Introduction 

This tutorial will teach you how to use PHP to develop a password indicator system. This system will tell 

you how strong your password is and make advice on how to make it even stronger. This is a great 

approach to make your website more secure. You will have a better grasp of how to establish a 

password indicator system after completing this lesson, and you will be able to create one for your own 

website. 

Objectives 

By the end of this tutorial, you will be able to: 

1. To create a PHP script that will validate and check how strong is your password.  

2. Use preg_match() function in PHP. 

3. To integrate and apply the concept of this tutorial in your projects. 

Relevant Source code 

The following are the requirements for this tutorial: 

 XAMPP 

 Text editor (VS Code, Sublime, Brackets), download and install a text editor of your choice 

Front-end 

 

Line 20-23 – this is the form used to capture and submit the password for testing how strong and secure 

it is. 
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Back-end 

 

Line 25-53 – this PHP script that will check how strong your password is. The script will be executed 

when the user inputs the password and click Check Password button. 

The preg_match() function returns whether a match was found in a string.  

Line 29 – this line is responsible for checking if your password contains upper case letter. 

Line 30 - this line is responsible for checking if your password contains lower case letter. 

Line 31 - this line is responsible for checking if your password contains a number. 

Line 32 - this line is responsible for checking if your password contains special characters. 

In general, the script will provide you a message indicating that you should include the following in your 

password to make it stronger and difficult to guess. 

 At least 8 characters 

 Contains upper and lower case 

 Contains special characters 

 

 



 
 

https://www.inettutor.com/ 

INetTutor.com 

Online Programming Lessons, Tutorials and Capstone 

Project guide 
 

Summary 

A strong password is important because it helps to keep your account safe from hackers. A strong 

password is also important because it helps to prevent other people from accessing your account. A 

strong password should be at least eight characters long and should include a mix of letters, numbers, 

and symbols. A strong password should also be changed regularly. Finally, it is important to remember 

to never use the same password on more than one website. If you do, you could be opening yourself up 

to potential online security risks. The article is a simple guide that you can use and enhance to create a 

password checker and suggests how to create a strong password. 

We hope you found this tutorial to be helpful! Wishing you the best of luck with your projects! Happy 

Coding! 

 


